
The  associations  representing  
doctors  and  insurance  providers  
here say they will work with each 
other to ensure good outcomes on 
the issue of Integrated Shield Plan 
(IP)  financing,  after  the  Health  
Ministry said it had stepped in to 
helm  talks  following  a  war  of  
words over the issue.

Reached  yesterday,  the  Singa-
pore  Medical  Association  (SMA)  
said the various stakeholders need 
to hold honest, sometimes painful, 
discussions on the existing prob-
lems, potential solutions and the 
trade-offs required, a point it had 
made in a statement on Friday.

The SMA spokesman also high-
lighted  that  like-minded  people  
from  all  industries  should  be  
aligned in protecting patients’ in-
terests, adding that “there has to 

be  mutual  trust,  and  we  will  all  
have to work together to build a 
sustainable healthcare system, sup-
port  a  robust  subsidised system,  
and a fair private practice”. 

Meanwhile,  the  Life  Insurance  
Association (LIA) Singapore said  
that it looks forward to the collabo-
ration among all parties with the 
formalisation of a trilateral com-
mittee led by the Health Ministry.

“Ensuring  accessibility  and  af-
fordability  of  quality  healthcare  
for  Singaporeans  remains  the  
LIA’s  foremost  priority,”  a  
spokesman for LIA Singapore said.

“Open and constructive dialogue 
is  essential  in  addressing  IP-re-
lated issues and refining how the 
Health Insurance Task Force rec-
ommendations are implemented.”
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The authorities are investigating a data breach at local 
furniture retailer, Vhive, which led to customers’ per-
sonal information – such as phone numbers and physi-
cal addresses – being leaked online.

Replying to queries from The Sunday Times yester-
day,  the  police  confirmed  that  a  report  has  been  
lodged on the matter.

In a Facebook post last Monday, Vhive said that its 
server was hacked on March 23 and that it was work-
ing with the police and other relevant authorities as 
well as an IT forensic investigator to look into the 
breach.

Information compromised in the hack included cus-
tomers’ names, physical and e-mail addresses and mo-
bile numbers, but did not include identification num-
bers or financial information, said the company.

“All financial records in relation to purchases made 
with Vhive are held on a separate system which was 
not hacked,” it added.

“We are truly sorry for the incident and stand ready 
to assist you if you require immediate help,” Vhive 
told customers.

Checks by The Sunday Times yesterday afternoon 
found that Vhive’s e-mail servers were still compro-
mised. The website showed only a notice of the cyber 
attack, while its stores on online shopping platforms 
Lazada and Shopee were active.

Hacker  group  Altdos,  which  mainly  operates  in  
South-east Asia,  has claimed responsibility for the 
breach.

In an e-mail to affected customers yesterday, Alt-
dos said that it managed to hack into Vhive three 
times in nine days and claimed to have stolen informa-
tion related to more than 300,000 customers as well 
as nearly 600,000 transaction records.

The group said that it would be leaking 20,000 cus-
tomer records daily, until its demands to Vhive’s man-
agement are met.

In its Facebook statement, Vhive said that it would 
be closely guided by the forensic investigator and the 
authorities on the steps to take to safeguard its sys-
tems and to ensure that customers can make transac-
tions securely.

In  previous  hacking incidents,  Altdos  stole  cus-
tomer data from companies, blackmailed the compro-
mised firm, leaked the data online when their de-
mands were not met, and publicised the breaches. Its 
cyber attacks have largely been focused on stock ex-
changes and financial institutions.

In  January,  it  claimed  to  have  broken  into  
Bangladeshi conglomerate Beximco Group’s IT infra-
structure, stealing data from 34 of its databases.

In December, it  hacked a Thai securities trading 
firm, and dumped stolen data online when the firm al-
legedly did not acknowledge its e-mail and demands.
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